
         
          ISSN(Online): 2320-9801 
             ISSN (Print):  2320-9798                                                                                                                                 

                                                                                                               
 

International Journal of Innovative Research in Computer  
and Communication Engineering 

(An ISO 3297: 2007 Certified Organization) 

  Vol. 3, Issue 10, October 2015            
 

Copyright to IJIRCCE                                                  DOI: 10.15680/IJIRCCE.2015. 0310003                                                    9122        

 

 G: System Goal / Sub-Goal 
C: Context Information 
A: Assumption 
ST: Strategy to meet goal 
S: Solution to support goal 
 : Remain to be supported 

G1 (System top level 
Assurance Goal) 

 C1: System Requirement 
Specifications 

 ST1 (Strategy for 
Meeting Goal) 

G2 (System Sub-Goal 
supported by Evidence)  

S1 (Test 
Results) 

G3 (System Sub-Goal 
supported by Evidence)  

S2 
(Simulation 

Results) 

A1: Assumption 
made 

G4 (System Sub-Goal to 
be addressed later) 

 
 

Fig. 1 Assurance Case with its basic elements 
 

An Assurance Case presents an argument that a system is acceptably safe, secure, reliable, etc. in a given context. 
Where, a system could be physical or a combination of hardware and software. Based on the system goals identified in 
an Assurance Case, Assurance Case can also be referred as security case, dependability case, and safety case or by 
other relevant name as per goals applicability.  

For better clarity, uses, critical engineering decisions and to ensure consistency, it is required to meet some 
minimum requirements for the contents and structure of an Assurance Case. These minimum requirements are specified 
by an International Standard ISO/IEC 15026-2:2011. To present an Assurance Case in a way to make it easy for 
visualization, understanding and reviewing purpose, following Graphical notation tools are used 

 
x Goal Structuring Notation (GSN)  and 
x Claims-Arguments-Evidence (CAE)  

 
CAE defines nodes for Claims, Arguments and Evidence whereas GSN uses goal oriented presentation style and 
defines nodes for Goals (claims), Strategy (arguments) and Solutions (evidence). Both these graphics notations are 
mostly similar, with some difference of progression approach. GSN follows Top –Down approach while creating the 
Assurance Case starting with top level goal of the system where as CAE supports Bottom-UP view starting with 
evidence to determine the possible claim, while preparing Assurance Case [10]. There is no thumb rule as such to 
decide which approach should be followed, it can be decided by developers based on their choice and information 
available in hand before proceeding ahead with creating of Assurance Case. Arguments presented using GSN can help 
provide assurance of critical properties of systems, services or organizations (such as safety or security properties). 
Such arguments can form a key part of an overall assurance Case [11].   Refer figure 1, which is showing the typical 
structure of an Assurance Case represented with Goal Structuring Notations. 

 
Assurance Case in its simple form basically consists of following main components.  

 
x Claim or Goal: This is generally some functionality, characteristics, requirement or behavior of the system 

that needs to be fulfilled. This can include all the essential requirements, functionalities and behavior of the 
system which is supposed to be met to ensure that system is fit for use. All the goals/claims are required to 
be supported by valid arguments based on valid evidences.   The higher level goal/claim can be further 


